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[bookmark: _GoBack]APPLICATION 
Customer must have a legitimate business purpose in order to be credentialed for access to the NAPHSIS EVVE FOD Service.  Credentialing will be mandatory for access to EVVE FOD. Any customer requesting access must define the purpose, in detail, of using FOD Service, what benefit it provides to their beneficiaries and annuitants, and under what conditions the customer will be using FOD Services.  In addition to NAPHSIS approving the credentialing application, each jurisdiction may, or may not, approve a customer based on their jurisdiction’s laws and statutes.  Re-selling or aggregation of data obtained from the FOD service is not permitted. 

CREDENTIALING
Depending on how the customer is approved to access the EVVE FOD Service, customer may be responsible for managing their users.  NAPHSIS must approve the FOD Service agreement and confidentiality forms that the customer will be utilizing.  These agreements and forms are subject to a NAPHSIS audit. Customer is responsible for notifying NAPHSIS, within 10 days, upon any change of business structure including but not limited to mergers, buyouts and any additional business uses of the data.  NAPHSIS reserves the right to require new credentialing for any changes in the original customer agreement or credentialing application.

CREDENTIALING PROCESS
Submit credentialing application and pay an onboarding fee as established in the then-current FOD price list, as updated by NAPHSIS from time to time in its sole discretion.
For non-government entities, customers shall present one of the following sets of documents:
· Corporate filings with the Secretary of State such as Articles of Incorporation, Articles of Organization, LLC or LLP filings, as amended, and a good standing certificate. 
· Copy of Professional or Regulated License (such as a financial institution license, bar license, etc.)
If the entity cannot provide one of these documents, then two of the following documents are required:
· Business license, Occupational License or equivalent business document issued by the city, county or state licensing division
· FEIN letter issued by the IRS
· Sales Tax \Registration or Franchise Tax Certificate

AUDITS
If approved for access, customer may be subject to annual audits by NAPHSIS or designated agents.  Customer must retain a list of all employees, contractors and sub-contractors to which it provides EVVE FOD product access and their physical location from which the FOD is accessed. This list must be updated annually. Customer must retain documents proving legitimate business need to any information obtained from the EVVE FOD product. Customer agrees to make all relevant documents.   All credentials may be authenticated through independent sources.

PRICING
FOD Pricing is detailed separately.  An onboarding fee will be assessed at time of application.  



Customer Information
1.  Customer
	Business Name:  _______________________________________________________________      
	DBA, if applicable: ______________________________________________________________                                                                                        
	Principal Business Address: ______________________________________________________
	Type of Business (i.e. corporation, partnership, LLC, sole proprietorship, etc.):______________
	State of Incorporation or where Business License was issued: ___________________________
	Name of contact person: ________________________________________________________                                                                                                  
	Contact Telephone:  ____________________________________________________________                                                                                                             
	Contact E-mail address: _________________________________________________________  
                                                                                                    
2.   List type of data access category:
[bookmark: Check1]	|_|United States Federal Government- Benefit Paying Agency
[bookmark: Check2]	|_|United States Federal Government- Administrative Usage
[bookmark: Check3]	|_|United States, State and Local Government- Benefit Paying Agency
[bookmark: Check4]	|_|United States, State and Local Government-Administrative Usage
[bookmark: Check5]	|_|Non-Government Pension Plans/Retirement
[bookmark: Check6]	|_|Non- Government Life Insurance/ Personal Property
[bookmark: Check7]	|_|Financial Services
[bookmark: Check10]	|_|Healthcare Services
[bookmark: Check8]	|_|Receivables Management
[bookmark: Check9]	|_|Other (Please describe in detail your company purpose) 	______________________________________________________________________________	______________________________________________________________________________	______________________________________________________________________________

3.  Estimated number of queries monthly:  __________________________________________________

4.  Please complete an outline of the specific legitimate business purpose to access death verifications. Attach a copy of any contract that supports your request:
____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________

5.   List (by name, title and location) each individual in your organization who will have access to fact of death data or search results.
____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________




6.   Who in your organization will be responsible for providing updates on any change in business structure, use of data or staffing, e.g. name, telephone or address, new hires, and staff terminations 
Name: ______________________________________________________                                                                                                                
Telephone No.  _______________________________________________                                                                                                   
Email Address: ________________________________________________    
                                                                                                 
7.   Please outline the process to be followed should your organization observe an incident of information misuse or security violation. (Attach policies and procedures): 
__________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________FOR OFFICE USE ONLY:
Application Date: _____________________	Credentialed Date: ___________________________
Final Credentialed Category: ___________________________________________________________
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